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Passionate and detail-oriented Cyber Security Intern with a strong interest in developing a cybersecurity
career. Seeking an opportunity to utilize my academic knowledge and analytical skills in a professional
setting and to work with a dynamic team to gain hands-on experience in the field.

Junior Security Analyst - Zytkan Corporations / Location
January 2022 — August 2022

Assisted in monitoring the network for suspicious activity and analyzing security logs to detect
incidents.

Conducted vulnerability assessments on systems and networks, identifying weaknesses and
potential security risks.

Worked with senior cybersecurity professionals to analyze data trends and identify potential security
threats.

Contributed to developing and maintaining security policies, procedures, and incident response
plans.

Participated in implementing network security controls such as firewalls, intrusion prevention
systems, and access controls.

Network Administrator Intern - Beta IT Solutions / Location
May 2021 — August 202

Assisted in managing and maintaining network systems to ensure optimal performance and
security.

Worked with senior network administrators to troubleshoot network issues and diagnose
connectivity problems.

Monitored network devices such as routers, switches, and firewalls to ensure network uptime and
availability.

Participated in implementing and enforcing network security measures such as access controls,
firewalls, and intrusion detection systems.

Collaborated with cross-functional teams to identify and troubleshoot security incidents and
potential security threats.
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Cybersecurity - Massachusetts Institute of Technology (MIT)
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AWARD
AWARD

Expertise

Strong understanding of cyber security principles and best practices

Proficient in network security protocols and technologies

Knowledge of threat detection and incident response methodologies

Knowledge of vulnerability assessment and penetration testing

Solid understanding of cyber security principles, network protocols, and technologies

Licenses & Accreditations

GIAC Security Essentials Certification (GSEC)
CompTIA Security+
Offensive Security Certified Professional (OSCP)



