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Profile Committed to continuous learning and staying updated with the latest industry trends and best practices.
Seeking an entry-level cyber security position where I can apply my knowledge and passion for
technology to safeguard sensitive information and mitigate digital threats.

Experience IT Support Specialist (Volunteer) - J-Turn Holdings / San Francisco, CA
January 2023 – April 2023
● Provided technical support to clients, resolving technical issues related to software and hardware.
● Managed and maintained network systems, ensuring system uptime and performance.
● Implemented security protocols and monitored systems for potential security threats.
● Performed regular backups and updates on critical systems.
● Monitored and analyzed security logs and events.

Cyber Security Intern - ABC Company / Los Angeles, CA
June 2021 – September 2021
● Assisted senior cyber security professionals in monitoring network and system activity.
● Collected development strategies from other cybersecurity professionals to improve the security

posture of the company.
● Responded to security incidents by following procedures and protocols.
● Conducted vulnerability assessments on systems and networks to identify weaknesses and

potential security risks.
● Maintained security documentation, such as incident response plans, security policies, and

procedures.

Project Experience
● Participated in a team project to implement multi-factor authentication for a small business,

enhancing data security and access control.
● Assisted in conducting vulnerability assessments and penetration testing for a local nonprofit

organization, identifying and resolving security vulnerabilities.

Education BSc Cybersecurity and Information Assurance - University of California
May 2022
● GPA: LIST
● AWARD
● AWARD

DEPARTMENT - SCHOOL
MONTH YEAR
● GPA: LIST
● AWARD
● AWARD

Skills Expertise
● Strong understanding of cyber security principles and best practices
● Proficient in network security protocols and technologies
● Knowledge of threat detection and incident response methodologies
● Familiarity with risk assessment and mitigation techniques
● Strong problem-solving and analytical skills

Licenses &
Accreditations Licenses & Accreditations

● Certified Information Systems Security Professional (CISSP)
● Certified Ethical Hacker (CEH)


