
NAME
TITLE
000-000-0000 / EMAIL / CITY, STATE, ZIP

Profile Motivated Junior Cyber Security Analyst with a strong foundation in information security principles and a
passion for protecting sensitive data. Seeking an opportunity to contribute to a dynamic team, apply
analytical skills, and enhance cybersecurity measures. Committed to continuous learning and staying
updated with emerging threats and industry best practices.

Experience Network Administrator - Zenka Company / San Francisco, CA
June 2021 – December 2022
● Configured and managed network devices such as routers, switches, and firewalls.
● Monitored network performance and ensured optimal network connectivity.
● Troubleshoot network issues and diagnosed and resolved connectivity problems.
● Implemented and enforced network security measures, including access controls and firewall

configurations.
● Conducted network vulnerability assessments and implemented necessary security patches and

updates.

Cyber Security Intern - XYZ Security Corporation / Houston, TX
MONTH YEAR – MONTH YEAR
● Assisted in monitoring and analyzing security events, logs, and alerts to identify potential threats or

security breaches.
● Conducted preliminary investigations of security incidents under the supervision of senior analysts,

documenting findings and recommending appropriate actions.
● Collaborated with cross-functional teams to implement and maintain security controls, including

firewall configurations, access controls, and intrusion detection systems.
● Participated in vulnerability assessments and penetration testing activities to identify weaknesses in

systems and applications.
● Contributed to developing and improving security documentation, including incident response plans

and security policies.

Project Experience
● Lorem quis bibendum auctor, nisi elit consequat ipsum
● Lorem quis bibendum auctor, nisi elit consequat ipsum
● Lorem quis bibendum auctor, nisi elit consequat ipsum

Education Bachelor of Science in Cybersecurity - University of Maryland
April 2021
● GPA: LIST
● AWARD
● AWARD

DEPARTMENT - SCHOOL
MONTH YEAR
● GPA: LIST
● AWARD
● AWARD

Skills Expertise
● Strong understanding of cyber security principles, network protocols, and technologies
● Proficient in security event analysis and incident response procedures
● Knowledge of vulnerability assessment and penetration testing methodologies
● Familiarity with security control implementation, such as firewalls, access controls, and intrusion

detection systems
● Analytical mindset with the ability to identify and analyze security risks and propose mitigation

strategies

Licenses &
Accreditations Licenses & Accreditations

● Certified Information Systems Security Professional (CISSP)
● CompTIA Security+
● GIAC Security Essentials Certification (GSEC)


