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000-000-0000 / EMAIL / CITY, STATE, ZIP

Profile Highly accomplished cyber security professional with a proven track record in designing and implementing
comprehensive security solutions to safeguard critical assets. Seeking a challenging leadership role where I can
leverage my deep technical knowledge, strategic vision, and exceptional problem-solving skills to enhance
organizational security posture.

Experience Senior Cyber Security Manager - Cebtran Top IT Inc. / Seattle, WA
August 2021 – June 2022
● Led a team of cyber security professionals in developing and implementing a robust security framework, aligning

it with industry standards and best practices.
● Implemented a proactive threat intelligence program, leveraging advanced analytics and machine learning to

detect and respond to emerging cyber threats.
● Developed and executed incident response plans, ensuring swift and effective responses to security incidents

and minimizing potential damage and downtime.
● Conducted comprehensive risk assessments and audits, identifying vulnerabilities and implementing mitigation

strategies to protect critical systems and data.
● Collaborated with cross-functional teams to integrate security into the software development lifecycle, ensuring

secure coding practices and reducing application vulnerabilities.

Senior Cyber Security Consultant - GFT Reliable Solutions / Seattle, WA
January 2019 – January 2022
● Advised clients on developing and implementing robust cyber security strategies to protect their digital assets

and intellectual property.
● Conducted comprehensive security assessments and audits, identifying weaknesses and providing actionable

recommendations to enhance security posture.
● Led incident response efforts for clients, coordinating with internal and external stakeholders to contain and

remediate security incidents effectively.
● Implemented security awareness programs and training initiatives to educate employees and foster a culture of

security consciousness within client organizations.
● Conducted forensic investigations and analyses to identify the root causes of security incidents and implement

preventive measures.

Project Experience
● Led a project to design and implement an enterprise-wide security program encompassing policies, procedures,

and technical controls.
● Oversaw the integration of security technologies, such as firewalls, intrusion detection systems, and data loss

prevention systems, to protect critical assets.

Education Master of Science in Cybersecurity - Georgetown University
April 2021
● GPA: LIST
● AWARD
● AWARD

Bachelor’s in Cybersecurity - University of Kansas
MONTH YEAR
● GPA: LIST
● AWARD
● AWARD

Skills Expertise
● Incident response and management
● Threat intelligence analysis
● Risk assessment and mitigation
● Security architecture and design
● Leadership and team management

Licenses &
Accreditations Licenses & Accreditations

● Certified Information Security Manager (CISM)
● GIAC Security Essentials Certification (GSEC)
● Certified Cloud Security Professional (CCSP)
● Certified Information Systems Security Professional (CISSP)


